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**Abstract**

Health care applications are pondered as propitious fields for wire-less sensor networks (WSN), in which patients can well be monitored utilizing wire-less medical sensor networks (WMSNs). Presently, hospitals are employing applications to admittance physical condition data of the patient. Therefore, the cost for user’s uniqueness executive is increased and also the security protection is decreased. The existent works presented the authentication scheme intended for the healthcare sector, but that’s techniques provides low security. To trounce the existing work loss, here, a proficient secure authentication scheme is proposed intended for personalized healthcare system using WMSN. The proposed method comprises 3 phase. Initially, perform an authentication process which consists of 3 steps, (a) registration, (b) login, (d) verification. Registration and login data are combined using Fisher-Yates Shuffled Algorithm (FYSA), thus the combined data are modified as the hash code utilizing RIPEMD hash code algorithm. Secondly, the file is securely transferred using Modified Elliptic Curve Cryptographic (MECC). Thirdly, scheduling with the cloud using parameters like speed, task cost, weight, memory, Number of the request, data size, bandwidth, along with disk space. Thus, the scheduling parameters are optimized using Modified Grey Wolf Optimization (MGWO) algorithm. Experimental outcomes of the proposed secure authentication scheme are contrasted with the existing authentication scheme centered on the encryption time, decryption time, packet delivery ratio (PDR), End-to-End delay (EED), along with throughput.
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